





_anborn-Tuepker Associates, P.C.

Dear;

I am writing with important information regarding a recent security incident. The privacy and security of the
personal information we maintain is of the utmost importance to Sanborn-Tuepker Associates, P.C. (“Sanborn”).
We wanted to provide you with information about the incident, explain the services we are making available to
you, and let you know that we continue to take significant measures to protect your information.
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An unauthorized party may have obtained access to a Sanborn employee’s email account, as a result of an email
phishing incident.

What We Are Doing.

Upon learning of the issue, we secured the account and commenced a prompt and thorough investigation. As
part of our investigation, we have worked very closely with external cybersecurity professionals. After an
extensive forensic investigation and manual email review, we determined on March 26, 2020 that the impacted
email account that was accessed on January 28, 2020 contained some of your personal information. We have no
evidence that any of the information has been acquired or misused. Nevertheless, out of an abundance of
caution, we want to make you aware of the incident.
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The email account that was accessed contained some of your personal information, including yow J
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To protect you from potential misuse of your information, we are offering you a one-year membership for
myTrueldentity provided by TransUnion Interactive, a subsidiary of TransUnion. myTrueldentity serves to both
monitor credit and provides identity protection, alerting members any time a credit file changes. For more
information on identity theft prevention and myTrueldentity, including instructions on how to activate your one-
year membership, please see the additional information provided in this letter.

Also provided in “Other Important Information” are other precautionary measures you can take to protect your
personal information, including placing a Fraud Alert and/or Security Freeze on your credit files, and/or
obtaining a free credit report. Additionally, you should always remain vigilant in reviewing your financial
account statements and credit reports for fraudulent or irregular activity on a regular basis.












