





EXHIBIT A



®

Deal

The Professional Golfers’ Association of America ("PGA”) writes to notify you of a recent incident that may affect the
security of some of your personal information. While there is currently no evidence that your information has been
misused as a result of this incident, we are providing you with information on the event, measures we have taken, and
what you may do to better help protect your personal information should you feel it appropriate to do so.

What Happened? On August 27, 2019 the PGA determined that unauthorized access to employee email accounts may
have resulted in certain personal information being accessible. Following the discovery of suspicious activity related to
certain employee email accounts, the PGA quickly launched an investigation to determine the fuli nature and scope of
the activity. With the assistance of leading computer forensics experts, we learned that certain PGA employee email
accounts were accessed without authorization between December 7, 2018 and December 27, 2018. Unfortunately, the
investigation was not able to determine which emails, if any, were actually accessed or viewed.

Working with these third-party experts, the PGA undertook a comprehensive review of the impacted email accounts to
identify those who may have personal information accessible within the impacted accounts. Although, to date, we are
unaware of any actual or attempted misuse of your personal information, we are notifying you in an abundance of caution
because your information was present in the impacted email accounts at the time of the incident.

What Information Was Involved? The PGA’s investiaation confirmed the information nresent within the imnacted email
accounts at the time of the incident includes youi

What We Are Doing. Information privacy and security are among our highest priorities. The PGA has strict security
measures in place to protect information in our care. Upon learning of this incident, the PGA took steps to confirm and
further strengthen the security of our systems, including our email accounts. As a precautionary matter, the PGA also
notified law enforcement and continues to review its security policies and procedures as part of its ongoing commitment
to information security.

While to date, we have no evidence of actual or attempted misuse of your personal information, we secured the services
of Kroll to provide identity monitoring services at no cost to you for two (2) years. Information on how to activate these
services may be found in the enclosed “Steps You Can Take to Protect Against Identity Theft and Fraud.”

What You Can Do. You may review the information contained in the enclosed “Steps You Can Take to Protect Against
Identity Theft and Fraud” for guidance on how to help protect your personatl information. You may also activate to receive
the identity monitoring services we are making available to you as we are unable to activate these services on your behalf.

For More Information. We understand you may have questions about this incident that are not addressed in this letter.
To ensure your questions are answered in a timely manner, we established a dedicated assistance line al
which can be reached Monday through Friday from 9:00 a.m. to 6:30 p.m. Eastern Time.

The PGA takes the privacy and security of the personal information in our care very seriously. We sincerely regret any
inconvenience or concern this incident may cause you.

Sincerely,

Prvese QLo

Darrell Crall
Chief Operating Officer












