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Re: Notice of Data Breach

Dear I

LKQ Corporation (“LKQ”) is writing to notify you of a recent incident that may have impacted
the security of your personal information. We want to provide you with information about the
incident, our response, and steps you may take to better protect against possible misuse of your
personal information, should you feel it necessary to do so.

What Happened? 1KQ recently became aware of a pattern of suspicious activity relating to an
LKQ employee email account. In response, LKQ worked with an outside forensics expert to
investigate the nature and scope of the activity. The investigation determined that the email account
was accessed without authorization between October 31, 2018 and January 9, 2019. Every
potentially accessible file within the impacted accounts was reviewed to determine what files may
have been accessible to the unauthorized actor. We have determined that your information was
included in the potentially accessible files.

What Information was Involved? The investigation determined that your name, address and
details for your bank account ending in [Jjwere accessible by the unauthorized actor.
Specifically, this information was included in a residential property purchase and sales agreement
for the purchase of property at the above listed address. It appears that this information was
unrelated to LKQ but, rather, was related to an LKQ employee’s personal activities. While this
information was accessible, there is no indication that this information was actually viewed by the
unauthorized actor.

What We Are Doing. The confidentiality, privacy, and security of personal information within our
care is among LKQ’s highest priorities. Upon learning of the event, we investigated to determine
those individuals that were affected and secured the compromised accounts by updating
passwords. We will be taking additional steps to improve security and better protect against similar
incidents in the future.

What You Can Do. Please review the enclosed Steps You Can Take to Protect Against Identity
Theft and Fraud, which contains information on what you can do to better protect against possible
misuse of your information.

As an added precaution, LKQ is offering you access to an online credit monitoring service
(myTrueldentity) for one year provided by TransUnion Interactive, a subsidiary of TransUnion®,
one of the three nationwide credit reporting companies.



To enroll in this service, go to the myTrueldentity website at www.mytrueidentity.com and in
the space referenced as “Enter Activation Code”, enter the following 12-letter Activation Code
I 2nd follow the three steps to receive your credit monitoring service online
within minutes.

You can sign up for the online credit monitoring service anytime between now and September 30,
2019. Due to privacy laws, we cannot register you directly. Please note that credit monitoring
service might not be available for individuals who do not have a credit file with TransUnion, or an
address in the United States (or its territories) and a valid Social Security number. Enrolling in this
service will not affect your credit score.

Once you are enrolled, you will be able to obtain one year of unlimited access to your TransUnion
credit report and credit score. The daily credit monitoring service will notify you if there are any
critical changes to your credit file at TransUnion, including fraud alerts, new inquiries, new
accounts, new public records, late payments, change of address and more. The service also
includes access to an identity restoration program that provides assistance in the event your identity
is compromised to help you restore your identity and up to $1,000,000 in identity theft insurance
with no deductible. (Policy limitations and exclusions may apply.)

If you believe you may be a victim of identity theft, please call the toll-free TransUnion Fraud
Response Services hotline at 1-855-288-5422. When prompted, enter the following 6-digit
telephone pass code i to speak to a TransUnion representative about your identity theft issue.
For More Information. You may have questions that are not answered in this letter. If you have
questions please call Julie A. Inderlied, CPO and Senior Compliance Counsel (678-230-0138).

Sincerely,
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