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On behalf of my client, Hudson Structured Capital Management Ltd. ("HSCM"), I am writing 
to notify you of a data breach that may have compromised the data of certain HSCM employees, and 
investors in its clients. Specifically, HSCM discovered recently that, for a period of approximately one 
week, an unauthorized person had acquired access to an email account of an HSCM employee. During 
that period, the unauthorized person implemented a rule that automatically forwarded emails received 
by that employee to an external, unknown email account. The unauthorized person also may have had 
access to other, older emails in the employee's account - it is not known for certain whether and the 
extent to which such other emails (and the information in those emails) were actually accessed or 
misappropriated. 

As a result of this unauthorized access, HSCM believes that this unauthorized person had the 
ability to access information about certain of its employees and investors - including potentially 
sensitive information such as names, addresses and social security numbers. However, at this time, 
HSCM is not aware that the incident has resulted in any financial harm to employees or investors. The 
incident potentially affected one (1) New Hampshire resident. 

Upon learning of the breach, HSCM has taken a number of steps to strengthen its systems in 
seeking to prevent further unauthorized access to its systems and information, including, among other 
things: 

• conducting a thorough review of its firewalls and strengthening them as applicable; 
• conducting thorough reviews of access logs; 
• performing threat scans of computers and systems; 
• . implementing e-mail encryption capabilities on e-mail communications; and 
• implementing e-mail security rules to identify suspicious and malicious e-mails. 
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HSCM also has implemented a new cyber-security and risk management solution platform to 
supplement and replace existing safeguards. 

HSCM WILL BE NOTIFYING ITS EMPLOYEES AND INVESTORS ABOUT THE INCIDENT, 

CONCURRENT WITH THIS NOTIFICATION. IN ADDITION, HSCM IS IN THE PROCESS OF ENGAGING 

EXPERIAN TO OFFER ALL EMPLOYEES AND INVESTORS, AS OF THE APPLICABLE TIME, FREE CREDIT 

MONITORING SERVICES FOR THE NEXT TWELVE (12) MONTHS. 

Kindly direct any questions to the undersigned. 


