








Also provided in “Other Important Information” are other precautionary measures you can take to help protect your
personal information, including placing a Fraud Alert and/or Security Freeze on your credit files, and/or obtaining a
free credit report. Because your bank account information may have been accessed, we recommend you contact your
financial institution to discuss steps you can take to help protect your account, including whether you should close it
or obtain a new account number. Additionally, you should always remain vigilant in reviewing your financial account
statements and credit reports for fraudulent or irregular activity on a regular basis.

"*™Mat is PaperlessPay Doing?

PaperlessPay has informed Exeter that it has secured its network to prevent future incidents. PaperlessPay rebuilt new
servers, assigned new IP addresses to all the new servers, changed all passwords for users and administrators, and
disabled all remote access capabilities to the new servers.

For More Information.

If you have any further questions regarding this incident, please ~~!l our dedicated and confidential toll-free
rc onse line 1at we have set up to respond to questions at_. This response line is staffed with
professionals familiar with this incident and knowledgeable about what you can do to help protect against misuse of your

information, and is available Monday through Friday ||| iliGic

We take the safeguarding of employee’s personal information very seriously. Before this incident, PaperlessPay had
been a reliable vendor for over eight (8) years. We are sorry that this has happened.

Sincerely,










