








What Are We Doing?

Upon learning of this incident, we took immediate steps to investigate the incident, eliminate and
prevent any further unauthorized access, and work with the vendor to enhance the security and
monitoring measures for_. We have also contacted law enforcement and worked
closely with our vendor and its outside forensic experts throughout this process. Upon
determining that the incident may have resulted in access to certain personal information, we
also notified potentially impacted individuals via their email address on file.

We are offering you and other affected individuals participating in our internal coinvestment
program two years of complimentary credit monitoring and identity protection services through
Experian Identity WorksSM Credit 3B. You may sign up for this service by following the
instructions provided in our prior communication to you on March 17, 2019. If you did not
receive this communication or have any questions about the Experian services, please contact us
at privacy@carlyle.com.

What Can You Do?

Regardless of whether you elect to enroll in the identity-theft protection service, we strongly
recommend that you remain vigilant and regularly review and monitor all of your credit history
to guard against any unauthorized transactions or activity. We also recommend that you closely
monitor your account statements and notify your financial institution if you suspect any
unauthorized activity. Attachment A contains more information about steps you can take to
protect yourself against fraud and identity theft.

As a safeguard, if you have not changed your password after Fok-uary 19, 2019, we
will also require that you change your password the next time you log into . Inan
abundance of caution, you should consider chaniing your password for any third-party sites for

which you used the same password as . Additional information on password security
from the 1].S Federal Trade Cammiccinn (BTN ann ha Frnind a4+

For More Information.

We sincerely regret that this incident occurred, and we apologize for any inconvenience that may
have been caused by this incident. If you have any questions about this notice or the incident,
please feel free to contact Catherine Ziobro at catherine.ziobro@carlyle.com.

Sincerely,

Catherine Ziobro

Chief Compliance Officer and Managing Director
The Carlyle Group

(202) 729.5597

catherine.ziobro@carlyle.com



ATTACHMENT A

ADDITIONAL INFORMATION

To protect against possible fraud, identity theft or other financial loss, we encourage you to
remain vigilant, to review your account statements and to monitor your credit reports. Provided
below are the names and contact information for the three major U.S. credit bureaus and
additional information about steps you can take to obtain a free credit report, and place a fraud
alert or security freeze on your credit report. If you believe you are a victim of fraud or identity
theft you should consider contacting your local law enforcement agency, your State’s attorney
general, or the Federal Trade Commission.

INFORMATION ON OBTAINING A FREE CREDIT REPORT

U.S. residents are entitled under U.S. law to one free credit report annually from each of the
three major credit bureaus. To order your free credit reports, visit www.annualcreditreport.com
or call toll-free (877) 322-8228.

INFORMATION ON IMPLEMENTING A FRAUD ALERT, CREDIT FREEZE, OR
CREDIT LOCK

To place a fraud alert, credit freeze, or credit lock on your credit report, you must contact the
three credit reporting agencies below:

Equifax: Experian: TransUnion:

Consumer Fraud Division Credit Fraud Center TransUnion LLC

P.O. Box 740256 P.O. Box 9554 P.O. Box 2000

Atlanta, GA 30374 Allen, TX 75013 Chester, PA 19016-2000
1-888-766-0008 1-888-397-3742 1-800-680-7289

Fraud Alert: Consider contacting the three major credit reporting agencies at the addresses
below to place a fraud alert on your credit report. A fraud alert indicates to anyone requesting
your credit file that you suspect you are a possible victim of fraud. A fraud alert does not affect
your ability to get a loan or credit. Instead, it alerts a business that your personal information
might have been compromised and requires that business to verify your identity before issuing
you credit. Although this may cause some short delay if you are the one applying for the credit,
it might protect against someone else obtaining credit in your name.

To place a fraud alert, contact any of the three major credit reporting agencies listed above and
request that a fraud alert be put on your file. The agency that you contacted must notify the other
two agencies. A fraud alert is free and lasts one year, but can be renewed.

Credit Freeze: A credit freeze prohibits a credit reporting agency from releasing any
information from a consumer’s credit report until the freeze is lifted. When a credit freeze is in
place, no one—including yor  :an open a new account. As a result, please be aware that









