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CONSUMER PROTCCTION 

Pursuant to N.H. Rev. Stat. § 359-C:20, this letter is to inform you that data in the 
possession of Wilbraham, Lawler & Buba, P.C. ("WLB") was potentially breached. WLB is 
a law firm which primary represents defendants in asbestos, workers' compensation, and other 
types of personal injury and/or property damage Jitigation, though it handles other types of 
matters as well. ln the course of its work on one or more litigation matters , WLB received 
personal information regarding residents of New Hampshire. WLB was recently the subject 
of a "ransomware" attack, which resulted in the encryption of all of the data on its servers. 
Law enforcement was notified of the attack, and WLB has conducted an internal review of the 
matter. While it does not appear that theft of personal information was the focus of the attack, 
on or about September 19, 2017, WLB became aware of activity consistent with the potential 
access of such information on its systems. 

Depending on the specifics of a given siti.rntion, the types of personal information of 
New Hampshire residents in WLB ' s systems rriay have included names and some combination 
of the following: Social Security numbers, addresses, medical information, employment 
information, driver's license information, settlement documentation and dates of birth. Please 
be advised that credit card or bank account information was not provided to WLB. 

WLB takes the protection of personal information seriously and is taking steps to 
prevent any similar occurrence in the future through the construction of an entirely new 
computer system. Furthermore, while the investigation to date does not confirm whether any 
New Hampshire resident's personal information was accessed, on November 3, 2017, WLB 
sent a notice to the sixteen (16) impacted New Hampshire residents. A copy of this notice is 
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enclosed. Additionally, WLB has agreed to make identity protection services available to the 
impacted New Hampshire residents for one year free of charge through AllClear ID. 

WLB believes that this letter is compliant with the notice requirements listed in N.H. 
Rev. Stat. § 359-C:20. If, however, you require additional information or documentation, 
please db not hesitate to contact WLB's counsel, Christopher Nucifora, Esq. of Kaufman, 
Dolowich & Voluck, LLP at 201-708-8207. Thank you for your time and attention. 

Very truly yours, 

Wilbraham, Lawler & Buba, P.C. 

4842-7075-2594, Y. I 
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NOTICE OF DATA BREACH 

Dear John Sample, 

We are writing to inform you of an incident that may have involved your personal information. 

What Happened 

November 3, 2017 

Wilbraham, Lawler & Buba, P.C. ("WLB") is a Jaw firm which represents defendants in asbestos, workers' compensation 
and other types of personal injury and property damage litigation. Jn the course of such an action , we received personal 
information regarding you . WLB was recently the subject of a "ransomware" attack, which resulted in the encryption of all 
of the data on our servers . Law enforcement was notified of the attack, and WLB has conducted an internal review of the 
matter. While it does not appear that theft of personal information was the focus of the attack, on or about September 19, 
2017 we became aware of activity consistent with the potential access of such information on our systems. 

What Information Was Involved 

Depending on the specifics of a given situation , the types of personal information in our systems may have included 
names and some combination of the following : Social Security numbers, addresses, medical information, employment 
information, driver's license information, settlement documentation and dates of birth. Please be advised that your credit 
card or bank account information was not provided to us. 

What We Are Doing 

WLB takes the protection of your personal information seriously and is taking steps to prevent any similar occurrence in 
the future through the construction of an entirely new computer system. Furthermore , notice of the breach of our system 
is being provided pursuant to relevant notification statutes. 

What You Can Do? 

While the investigation to date does not confirm whether your personal information was accessed, we want to make you 
aware of steps you may take to guard against identity theft or fraud . Please review the enclosed Information about 
Identity Theft Protection. 

As an added precaution, we have arranged to have AllClear ID protect your identity for 12 months at no cost to you . The 
following identity protection services start on the date of this notice and you can use them at any time during the next 12 
months. 

AllClear Identity Repair: This service is automatically available to you with no enrollment required. If a problem arises, 
simply call 1-855-260-2771 and a dedicated investigator will help recover financial losses, restore your credit and make 
sure your identity is returned to its proper condition. 
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AllClear Credit Monitoring: This service offers additional layers of protection including credit monitoring and a $1 million 
identity theft insurance policy. For a child under 18 years old , AllClear ID ChildScan identifies acts of credit, criminal, 
medical or employment fraud against children by searching thousands of public databases for use of your child's 
information. To use this service, you will need to provide your personal information to AllClear ID. You may sign up 
online at enroll.allclearid .com or by phone by calling 1-855-260-2771 using the following redemption code: Redemption 
Code. 

Please note: Additional steps may be required by you in order to activate your phone alerts and monitoring options. 

For More Information 

WLB and all of its employees apologize for any inconvenience or concern that this matter may cause you. If you have any 
further questions, please feel free to contact us at 1-855-260-2771 , Monday through Saturday, 8:00 a.m. to 8:00 p.m. 
Central Time, and we will be happy to assist you . 

Sincerely, 

Wilbraham, Lawler & Buba, P.C. 
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Information about Identity Theft Prevention 

We recommend that you regularly review statements from your accounts and periodicall:y"obtain your credit report from 
one or more of the nationa·1 credit reportin.g compan·ies. You may obtain a free copy "of your credit report online at 
www.annualcreditreport .com, by calling toll-free 1-877-322-8228, or by mailing an Annual Credit Report Request Form 
(available at www.annualcreditreport.com) to: Annual Credit Report Request Service, P.O. Box 105281 , Atlanta , GA, 
30348-5281 . You may also purchase a copy of your credit report by contacting one or more of the three national credit 
reporting agencies listed below. 

Equifax, P.O. Box 740241 , Atlanta, Georgia 30374-0241 , 1-800-685-1111, www.equifax.com 
Experian, P.O. Box 9532, Allen, TX 75013, 1-888-397-3742, www.experian.com 
TransUnion, P.O. Box 6790, Fullerton , CA 92834-6790, 1-800-916-8800, www.transunion .com 

When you receive your credit reports , review them carefully. Look for accounts or creditor inquiries that you did not 
initiate or do not recognize. Look for information, such as home address and Social Security number, which is not 
accurate. If you see anything you do not understand, call the credit reporting agency at the telephone number on the 
report. 

We recommend you remain vigilant with respect to reviewing your account statements and credit reports, and promptly 
report any suspicious activity or suspected identity theft to us and to the proper law enforcement authorities, including 
local law enforcement, your state's attorney general and/or the Federal Trade Commission ("FTC"). You may contact the 
FTC or your state's regulatory authority to obtain additional information about avoiding identity theft. 

Federal Trade Commission, Consumer Response Center 
600 Pennsylvania Avenue, NW, Washington, DC 20580, 1-877-IDTHEFT (438-4338), www.ftc.gov/idtheft 

For residents of Maryland: You may also obtain information about preventing and avoiding identity theft from the 
Maryland Office of the Attorney General: 

Maryland Office of the Attorney General, Consumer Protection Division 
200 St. Paul Place, Baltimore, MD 21202, 1-888-743-0023, www.oag.state.md.us 

For residents of North Carolina: You may also obtain information about preventing and avoiding identity theft from 
North Carolina Attorney General's Office: 

North Carolina Attorney General's Office, Consumer Protection Division 
9001 Mail Service Center, Raleigh, NC 27699-9001 , 1-877-5-NO-SCAM, www.ncdoj .gov 

For residents of Rhode Island: You may also obtain information about preventing and avoiding identity theft from 
the Rhode Island Office of the Attorney General 

Rhode Island Office of the Attorney General, Consumer Protection Unit 
150 South Main Street, Providence, RI 02903, 401-274-4400, www.riag .ri .gov 

We recommend that you regularly review the explanation of benefits statement tha t you receive from your insurer. If you 
see any service that you believe you did not receive, please contact your insurer at the number on the statement. If you 
do not receive regular explanation of benefits statements, contact your provider or plan and request them to send such 
statements following the provision of services in your name or number. 

You may want to order copies of your credit reports and check for any medical bills that you do not recognize . If you find 
anything suspicious, call the credit reporting agency at the phone number on the report. Keep a copy of this notice for 
your records in case of future problems with your medical records. You may also want to request a copy of your medical 
records from your provider or plan , to serve as a baseline. 

Fraud Alerts: There are also two types of fraud alerts that you can place on your credit report to put your creditors on notice 
that you may be a victim of fraud: an initial alert and an extended alert. You may ask that an initial fraud alert be placed on 
your credit report if you suspect you have been , or are about to be, a victim of identity theft. An initial fraud alert stays on 
your credit report for at least 90 days. You may have an extended alert placed on your credit report if you have already 
been a victim of identity theft with the appropriate documentary proof. An extended fraud alert stays on your credit report 
for seven years. You can place a fraud alert on your credit report by calling the toll-free fraud number of any of the three 
national credit reporting agencies listed below. 
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Equifax: 1-800-525-6285, www.equifax.com 
Experian: 1-888-397-37 42, www.experian.com 
TransUnion : 1-800-680-7289, www.transunion .com 

Credit Freezes: You may haye the right to put a credit freeze, also known as a security freeze, on your credit file, so that 
no new credit can be opened in your name without the use of a PIN number that is issued to you when you initiate a 
freeze. A credit freeze is designed to prevent potential credit grantors from accessing your credit report without your 
consent. If you place a credit freeze , potential creditors and other third parties will not be able to get access to your credit 
report unless you temporarily lift the freeze. Therefore, using a credit freeze may delay your ability to obtain credit. In 
addition, you may incur fees to place, lift and/or remove a credit freeze. Credit freeze laws vary from state to state. The 
cost of placing, temporarily lifting, and removing a credit freeze also varies by state , generally $5 to $20 per action at each 
credit reporting company. Unlike a fraud alert, you must separately place a credit freeze on your credit file at each credit 
reporting company. Since the instructions for how to establish a credit freeze differ from state to state, please contact the 
three major credit reporting companies as specified below to find out more information: 

Equifax, P.O. Box 105788, Atlanta, GA 30348, www.equifax.com 
Experian , P.O. Box 9554, Allen, TX 75013, www.experian .com 
TransUnion, Fraud Victim Assistance Division , P.O. Box 6790, Fullerton , CA 92834-6790, www.transunion.com 

You can obtain more information about fraud alerts and credit freezes by contacting the FTC or one of the national credit 
reporting agencies listed above. 

For residents of Massachusetts: Under Massachusetts law, you have the right to obtain any police report filed in regard 
to this incident. If you are the victim of identity theft, you also have the right to file a police report and obtain a copy of it. 

Massachusetts law also allows consumers to place a security freeze on their credit reports . .A. security freeze prohibits a 
credit reporting agency from releasing any information from a consumer's credit report without written authorization . 
However, please be aware that placing a security freeze on your credit report may delay, interfere with , or prevent the 
timely approval of any requests you make for new loans, credit mortgages, employment, housing or other services. 

If you have been a victim of identity theft, and you provide the credit reporting agency with a valid police report, it cannot 
charge you to place, lift or remove a security freeze. In all other cases, a credit reporting agency may charge you up to 
$5.00 each to place, temporarily lift, or permanently remove a security freeze. 

To place a security freeze on your credit report, you must send a written request to each of the three major consumer 
reporting agencies: Equifax (www.equifax .com); Experian (www.experian .com) ; and TransUnion (www.transunion .com) 
by regular, certified or overnight mail at the addresses below: 

Equifax Security Freeze 
P.O. Box 105788 
Atlanta, GA 30348 

Experian Security Freeze 
P.O. Box 9554 
Allen, TX 75013 

Trans Union Security Freeze 
Fraud Victim Assistance Department 
P.O. Box 2000 
Chester, PA 19022-2000 

In order to request a security freeze , you will need to provide the following information: 
1. Your full name (including middle initial as well as Jr., Sr., II, Ill , etc.); 
2. Social Security Number; 
3. Date of birth; 
4. If you have moved in the past five (5) years, provide the addresses where you have lived over the prior five 

years ; 
5. Proof of current address such as a current utility bill or telephone bill; 
6. A legible photocopy of a government issued identification card (state driver's license or ID card, military 

identification, etc.) 
7. If you are a victim of identity theft, include a copy of either the police report, investigative report , or complaint to 

a law enforcement agency concerning identity theft; 

·-
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8. If you are not a victim of identity theft, include payment by check, money order, or credit card (Visa , 
MasterCard, American Express or Discover only). Do not send cash through the mail. 

The credit reporting agencies have three (3) business days after receiving your request to place a security freeze on your 
credit report. The credit bureaus must also send written confirmation to you within five (5) business days and provide you 
with a uniqu_e personal identification number (PIN) or password , or both that can be used by you to authorize the removal 
or lifting of the security freeze. 

To lift t~e security freeze in order to allow a specific entity or individual access to your credit report, you must call or send 
a written request to the. credit reporting agencies by mail and include proper identification (name, address, and social 
security number) and the PIN number or password provided to you when you placed the security freeze as well as the 
identities of those entities or individuals you would like to receive your credit report or the specific period of time you want 
the credit report available. The credit reporting agencies have three (3) business days after receiving your request to lift 
the security freeze for those identified entities or for the specified period of time. 

To remove the security freeze , you must send a written request to each of the three credit bureaus by mail and include 
proper identification (name, address, and social security number) and the PIN number or password provided to you when 
you placed the security freeze. The credit bureaus have three (3) business days after receiving your request to remove 
the security freeze. 
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