


Dear
Please read this email in its entirety.

Wizard Labs is committed to maintaining our customers’ privacy and confidential information. We recently
became concerned that an unauthorized person may have accessed our systems in an attempt to acquire
confidential information. These systems process customer orders and include such information as
names, addresses, payment account numbers, and/or email addresses.

While we have no evidence that any of your personal information was accessed or misused in

any manner, we are taking appropriate precautionary measures to ensure your financial security
and help alleviate concerns you may have.

What are w~ ~'~ing to address this situation?

We have long employed a wide range of security measures to ensure the confidentiality of everyone's
personal information. Since becoming aware of the attempt, on July 7, 2017, we retained the services of
a computer forensics company to investigate potential unauthorized access and advise us on additional
precautions we may implement. We believe if any information had been accessed, it would have been
during the period of May 25, 2017, through June 26, 2017. Please rest assured that we are taking this
matter very seriously and are continuing to actively investigate this incident. We have notified law
enforcement and will continue taking steps to prevent such an incident from occurring in the future. We
have already implemented new security measures to ensure the confidentiality of the personal
information of those we serve and continue providing the level of service you expect from us.

In addition, Wizard Labs is providing you with access to Credit Monitoring™ services at no charge. These
services provide you with alerts for twelve months from the date of enroliment when changes occur to
your credit files. This notification is sent to you the same day that the change or update takes place with
the bureau. These services will be provided by CyberScout, a company that specializes in identity theft
education and resolution.

To enroll in Credit Monitoring* services at no charge, please Ilog on to:
https://www.myidmanager.com/promo_code.html and follow *-=~ =~*-:~*~== =-3yided. When prompted,
please provide the following unique code to receive services

‘what can | do on — - own to addre~- *his situation?

If you ch%ose not to use this service, we recommend notifying your payment card’s issuing bank to inform
them that/ your account may be at an increased risk for fraud and so that they can flag your account. We
also encourage you to monitor your account(s) closely for any suspicious activity and to notify your
financial institution immediately if you notice any unauthorized transactions.

Additional information and support resources are available through the nonprofit Identity Theft Resource
Center at www.idtheftcenter.org, by calling (858) 693-7935, or via e-mail at itrc@idtheftcenter.org.
Alternatively, the Federal Trade Commission offers resources, and they can be reached by phone at
(202) 326-2222, by mail at 600 Pennsylvania Avenue, NW, Washington, DC 20580, or via their website
at www.ftc.gov.






