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To help prevent a similar incident from occurring in the future, Preservation has implemented
additional safeguards and technical security measures to further protect personal information and
Preservation is providing its employees with additional training regarding phishing emails.

Please do not hesitate to contact me if you have any questions regarding this matter.

Sincerely,

M Seott Koller

M. Scott Koller
Partner

Enclosures

4851-8425-4639.1
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We are writing to inform you that we recently identified and addressed a security incident that may have involved some
of your information. This letter explains the incident, measures we have taken, and some steps you can take in response.

What Happened

We recently concluded an investigation and analysis of a data security incident involving unauthorized access to an
employee’s email account that contained personal information. Upon learning of the incident, we immediately took steps
to secure the email account, launched an investigation, and a cybersecurity firm was engaged to assist. Findings from
our investigation indicate that an unauthorized individual gained access to an employee’s email account at various times
between March 21, 2019 and July 31, 2019. The investigation was not able to determine which emails and attachments
were accessed or acquired by the unauthorized person.

What Information Was Involved

We conducted a thorough review of the contents of the email account and, on September 13, 2019, identified an email
or an attachment that may have contained some of your personal information, including your name, address, Social
Security number, driver’s license number, passport, and other information submitted in connection with an application
for housing or employment with Preservation Management, Inc.

What We Are Doing

We wanted to make you aware of our findings and assure you that we take this type of incident very seriously. To
help prevent this type of incident from happening in the future, we are implementing enhanced security measures and
providing additional data security training to employees.

What You Can Do

As an added precaution, we have secured the services of Kroll to provide identity monitoring at no cost to you for
one year. Kroll is a leader in risk mitigation and response, and their team has experience helping people who have
sustained an unintentional exposure of confidential data. Your identity monitoring services include Credit Monitoring,
Fraud Consultation, and Identity Theft Restoration.

Visi and take advantage of your identity monitoring services.
You r identity monitoring services.
Mer

For More Information
We regret that this incident occurred and apologize for any inconvenience. If you have any questions about this matter,
please cal Monday through Friday between 6:00 a.m. and 3:30 p.m. PST.

Sincerely,
T, —

Gail D. Berlinger
Vice President of Support Services









