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The Statements were mailed on January 24, 2018. The vendor notified our client of their
error on January 25, 2018. Four (4) New Hampshire residents were potentially affected by this
error. However, we believe that the actual number to be lower as one-third of the students in this
mailing actually received their own Statements, which means their information was not actually
disclosed.

We are contacting all students affected by this incident to notify them of the unintentional
disclosure and requesting the return of all 1098-T Statements that were mailed in error. We will
follow-up with all such students to confirm that the Statements are returned to the school and/or
destroyed.

Make-up Designory sent the attached Notice of Data Breach to all potentially affected
consumers on February 3, 2018. [t will also be providing a complementary one-year
membership to Experian’s IdentityWorks, regardless of whether their personal information was
actually disclosed. IdentityWorks is a credit monitoring and identity theft protection service,
which includes identity theft insurance.

Our client’s third party mailing service provider was carefully vetted prior to use. They
have been mailing confidential tax documents for over 30 years and have never before had an
incident. We are in the processes of reviewing the vendor’s security policies and procedures to
ensure that a similar mistake is not repeated.

Please contact me if you have any questions or need any additional information regarding
this incident.
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» If you received a 1098-T Tuition Statement from MUD and have already opened it —
please return the Tuition Statements that do not belong you to the MUD Campus you
attended, either in person or by mail.

» If youreceived a 1098-T Tuition Statement from MUD and already threw away or
destroyed the Tuition Statements that do not belong you, please contact Christy Ruoff, at
christy@mud.edu or 818-729-9420 to let us know.

We will be following up with all students who received an incorrect Statements to confirm that
all such Statements have been returned to the school and/or destroyed.

MUD will also be offering you and all affected students a complimentary, one-year membership
to Experian’s Identity Works regardless of whether your personal information was disclosed.
IdentityWorks is a credit monitoring and identity theft protection service, which includes identity
theft insurance.

Details regarding the incident, information on how to enroll in IdentityWorks, and preventive
steps you can take to reduce the chances of identity theft or fraud on your account can be found
in the attached Notice of Data Breach.

We know this is an inconvenience and we apologize for any trouble or concern this has caused
you. We take the confidentiality of our students and graduates very seriously. It is for this
reason, that we have used a third party that specializes in the distribution of confidential
information. Unfortunately, our best intentions aside, a human error occurred.

If you have questions about this incident and its implications, you may contact Christy Ruoff,
Director of Financial Aid, at christy@mud.edu or by phone at 818-729-9420.

Thank you for your help and understanding.

Sincerely,

Tate Holland
President
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Equifax Experian TransUnion

1-800-349-9960 1-888-397-3742 1-800- 909-8872
www.equifax.com WWW .experian.com www.transunion.com
> Place A Security Freeze On Your Credit File

If you are very concerned about becoming a victim of fraud or identity theft, a
security freeze might be right for you. Placing a freeze on your credit report will
prevent lenders and others from accessing your credit report entirely, which will
prevent them from extending credit. This means you will not be able to borrow
money, obtain instant credit, or get a new credit card until you temporarily lift or
permanently remove the freeze. Security freezes are not shared among the national
credit reporting companies. You must request a freeze separately with each of them.
Credit reporting companies may charge a fee to freeze and unfreeze your account.

> Order Your Free Annual Credit Reports

Visit www.annualcreditreport.com. You are entitled under federal law to one free
comprehensive disclosure of all of the information in your credit file from each of the
three national credit bureaus once every 12 months. Once you receive your credit
reports, review them for discrepancies. Identify any accounts you did not open or
inquiries from creditors that you did not authorize. Verify all information is correct.
If you have questions or notice incorrect information, contact the credit reporting
company.

> Manage Your Personal Information

Take steps such as: carrying only essential documents with you; being aware of whom
you are sharing your personal information with and shredding receipts, statements, and
other sensitive information.

> Use Tools From Credit Providers

Carefully review your credit reports and bank, credit card and other account
statements. Be proactive and create alerts on credit cards and bank accounts to notify
you of activity. If you discover unauthorized or suspicious activity on your credit
report or by any other means, file an identity theft report with your local police and
contact a credit reporting company.
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For More
Information.

To learn more about how to protect yourself after receiving notice of a breach or to
report identity theft to the Federal Trade Commission (“FTC”), you can go to the
FTC’s Web site at www.ftc.gov/idtheft. You can file an identity theft complaint with
the FTC by using the FTC’s Identity Theft Hotline at: 1-877-ID-THEFT (877-438-
4338) or online at w https://www.identitytheft.gov. The general contact information
for the FTC is listed below:

Federal Trade Commission

600 Pennsylvania Avenue, NW

Washington, DC 20580

(202) 326-2222

If you have questions about this incident and its implications, you may contact
Christy Ruoff, Director of Financial Aid at christy@mud.edu or by phone at 818-
729-9420.
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