
 

Constangy Brooks Smith & Prophete, LLP 
1201 Elm Street, Suite 2550 
Dallas, Texas 75270 

January 27, 2023 
 

 

VIA ELECTRONIC SUBMISSION  
Attorney General John Formella 
Office of the Attorney General 
Consumer Protection Bureau 
33 Capitol Street 
Concord, NH 03301 
Phone: (603) 271-3643 
Fax: (603) 271-2110 
DOJ-CPB@doj.nh.gov 

Re: Notification of Data Security Incident  

Dear Attorney General Formella: 

Constangy, Brooks, Smith, & Prophete, LLP represents Jones Plastic & Engineering and its 
subsidiary Rev-A-Shelf, LLC, based out of Louisville, Kentucky, in connection with a recent data 
security incident described in greater detail below. 

Nature of the Security Incident 

On November 28, 2022, Rev-A-Shelf a discovered unauthorized code that had been injected into 
its website, which was immediately removed. While Rev-A-Shelf investigated, sales were also 
temporarily suspended through its website while additional security measures could be 
implemented. Upon further investigation, it was identified that the code was injected on or around 
July 12, 2022, and was being used by an unknown party in an attempt to gain access to customer 
payment information entered during the checkout process. Rev-A-Shelf then conducted a 
thorough review to identify all successful and attempted transactions on the website during the 
dates in question and confirm appropriate contact information to issue notifications to individuals 
whose information may have been impacted. This process was completed on January 5, 2023, 
at which time Rev-A-Shelf engaged the services of IDX, an expert in breach response services, 
to assist in notifying individuals. 

While it cannot be confirmed that all payment information entered on the Rev-A-Shelf site was at 
risk, out of an abundance of caution, this notice is being provided to all individuals who entered 
payment card information during checkout between July 12, 2022, and November 28, 2022, 
regardless of whether the transaction was processed. 

Type of Information and Number of New Hampshire Residents Involved 

On January 27, 2023, notification letters were electronically mailed to 13 New Hampshire residents. 
The information involved may include individual’s name, address, and credit card number, 
expiration date, and security code. A sample copy of that letter is included with this notice.  












