




If you believe there was fraudulent use of your information as a result of this incident and would like to discuss 
how you may be able to resolve those issues, please reach out to an Experian agent. If, after discussing your 
situation with an agent, it is determined that identity restoration support is needed then an Experian Identity 
Restoration agent is available to work with you to investigate and resolve each incident of fraud that occurred 
from the date of the incident (including, as appropriate, helping you with contacting credit grantors to dispute 
charges and close accounts; assisting you in placing a freeze on your credit file with the three major credit 
bureaus; and assisting you with contacting government agencies to help restore your identity to its proper 
condition). 
 
 
 
 
 
 
 
 
 
 

 Ensure that you Your code will not work after this date.) 
 Visit the Experian IdentityWorks website to enroll: https://www.experianIDworks.com/GSA3b 
 Provide your activation code: 

 
 
 
 
 
 
 
 
 
  
A credit card is not required for enrollment in Experian IdentityWorks. You can contact Experian immediately 
regarding any fraud issues, and have access to the following features once you enroll in Experian 
IdentityWorks:   

 
 Experian credit report at signup: See what information is associated with your credit file.  
 Credit Monitoring: Actively monitors Experian, Equifax and Transunion files for indicators of fraud. 
 Identity Restoration: Identity Restoration specialists are immediately available to help you address 

credit and non-credit related fraud. 
 Experian IdentityWorks ExtendCARETM: You receive the same high-level of Identity Restoration 

support even after your Experian IdentityWorks membership has expired. 
 Up to $5 Million Identity Theft Insurance*: Provides coverage for certain costs and $500k coverage of 

unauthorized electronic fund transfers. 
 
* The Identity Theft Insurance is underwritten and administered by American Bankers Insurance Company of Florida, an Assurant company. 
Please refer to the actual policies for terms, conditions, and exclusions of coverage. Coverage may not be available in all jurisdictions. 
 
 
Listed below are additional steps that you may take to minimize the potential for identify theft:  

 
1. Since your personal information was involved in this incident, it can be used by identity thieves to open 
fraudulent accounts in your name, so watch for signs that your personal information has been misused. For 
example, bills that do not arrive on time; receiving credit cards you did not apply for; unexpected offers of credit 
or an increase in the number of offers; being denied credit; or being contacted by debt collectors or businesses 
about merchandise or services you did not buy. 
 
2. Consider placing a fraud alert on your credit file. Fraud alerts tell potential creditors that they should take 
special precautions to verify the identity of the applicant.  Remember that you may find it more difficult to get new 
credit while there is a fraud alert on your credit file. You may place a 90-day “initial fraud alert” on your file by 
calling any one of the three nationwide consumer reporting companies at their designated toll-free numbers (listed 
below). The company you call will inform the other two companies.  This alert can help stop someone from opening  
  

Please note that Identity Restoration is available to you for  from the date of this letter and does not
require any action on your part at this time. The Terms and Conditions for this offer are located at
www.ExperianIDWorks.com/restoration.

While identity restoration assistance is immediately available to you, we also encourage you to activate the
fraud detection tools available through Experian IdentityWorks as a complimentary  membership. This
product provides you with superior identity detection and resolution of identity theft. To start monitoring your
personal information, please follow the steps below:

If you have questions about the product, need assistance with Identity Restoration that arose as a result of this
incident, or would like an alternative to enrolling in Experian IdentityWorks online, please contact Experian’s
customer care team at . Be prepared to provide engagement number 
as proof of eligibility for the Identity Restoration services by Experian.

ADDITIONAL DETAILS REGARDING YOUR EXPERIAN IDENTITYWORKS MEMBERSHIP





Residents of Washington D.C. have the additional option to contact the following agency for further steps to avoid identify theft at: 
 Office of the Attorney General 
 Office of Consumer Protection 

 441 4th Street, NW 
 Washington, DC 20001 
 Phone: 202-727-3400 
 Website: https://oag.dc.gov 
 

Residents of Iowa have the additional option to contact the following agency to report suspected incidents of identity theft at:  
 Office of the Attorney General of Iowa 
 Consumer Protection Division 
 Hoover State Office Building 
 1305 E. Walnut Street  
 Des Moines, IA 50319-0106 
 Phone: 515-281-5926 
 Website: http://www.iowaattorneygeneral.gov 
 

Residents of Maryland have the additional option to contact their attorney general’s office at:  
 Office of the Attorney General 
 200 St. Paul Place 
 Baltimore, MD 21202 
 Phone: 410-576-6574 
 Website: https://www.marylandattorneygeneral.gov/ 
 

Residents of North Carolina have the additional option to contact the following agency for further steps to prevent identity theft at:  
 Attorney General’s Office 
 Consumer Protection Division 
 9001 Mail Service center 
 Raleigh, NC 27699-9001 
 Phone: 919-716-6400 
 Website: http://www.ncdoj.gov 
 

Residents of Oregon have the additional option to contact the following agency to report suspected incidents of identity theft at:  
 Office of the Attorney General 
 Oregon Department of Justice 
 1162 Court Street NE  
 Salem, OR 97301-4096 
 Phone: 503-378-4400 
 Website: http://www.doj.state.or.us/pages/index.aspx 
 

Residents of Rhode Island have the additional option to contact their attorney general’s office at:  
 Office of the Attorney General 
 150 South Main Street 
 Providence, RI 02903 
 Phone: 401-274-4400 
 Website: http://www.riag.ri.gov/ 
 

Residents of New Mexico may visit the following link to review a summary of your rights under the federal Fair Credit Reporting Act (FCRA):  
https://files.consumerfinance.gov/f/201504_cfpb_summary_your-rights-under-fcra.pdf. 

 
Residents of New York can receive additional information regarding security breach response and identity theft prevention and protection 
information at: 

 Office of the New York State Attorney General 
 Consumer Frauds Bureau 
 Albany:  The Capitol, Albany NY 12224 
 New York City:  28 Liberty Street, New York, NY 10005 

Identity Theft Help Line:  1:800-771-7755 
 Website:  https://ag.ny.gov/publications/identity-theft 
 




