George R. LaRocque, Jr.
Attorney at Law
351 Main Street, Second Floor

P.Q. Box 825 Phone: (603) 579-5400
Nashua, N.H. 03061-0825 Fax:  (603) 579-5444

July 26, 2010

Attorney General Michael Delaney
Office Of The Attorney General
33 Capitol Street,

Concord, NH 03301-6397

Re: Notification Pursuant To RSA 359-C, Sections 19 &20
Dear Mr. Delaney:

On the morning of July 26, 2010, I awoke to find that someone had entered my home
during the night. My Lenovo ThinkPad T 43 Notebook computer was in the kitchen, but is
missing. It is an office computer that contains files and folders for some of the clients and
families for whom I have provided legal services. It is password protected. I immediately
reported the incident to the Hudson Police Department, which is conducting an investigation.
Thave also been diligent in taking steps to contact and notify any person or office that should
be made aware of the situation.

I initially contacted your office on July 26, 2010. Since then, I have spoken with
Sandra Petell and James Boffetti. I believe that it was Ms. Petell who brought the above-
referenced statutory provisions to my attention. I have since then been taking steps pursuant
to those provisions, including to identify and provide notice to potentially affected persons.
Pursuant to RSA 359-C:20, I am writing to inform your office that | am today providing
written notice of the theft incident to approximately twenty-five individuals who are known
or believed to reside in New Hampshire.

Respectfully,
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George R. LaRocque, Jr.



George R. LaRocque, Jr.
Attorney at Law
351 Main Street, Second Floor

P.O. Box 825 Phone: (603) 579-5400
Nashua, N.H. 03061-0825 Fax (603) 579-5444

August 6, 2010

To: (Addressee here)

Re:  Notice Of Unauthorized Security Breach

On the morning of July 26, 2010, I found that someone had stolen my laptop computer
during the night. It is an office computer that contains personal information that is generated
during my legal representation of clients and families, including such things as names, social
security numbers, tax identification numbers, account numbers, etc. The computer is
password protected, meaning that a private password has to be entered before it could be
used. I have conferred with professionals who provide computer-related services for my
office and I immediately reported the theft to the police for investigation.

Since the theft, [ have been diligently working to identify potentially affected clients
and individuals. Having done so, [ am writing to notify you of the theft. I have also taken
the liberty of inquiring about ways for you to protect against potential identity theft. Please
refer to the attached sheet for reference information and I hope that you will consider taking
advantage of it promptly.

Respectfully,

George R. LaRocque, Ir.
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Advising Clients to Protect Against Identity Theft

When confidential information, such as a social security number, has inadvertently been made
public, at a minimum, the matter should be reported as a “fraud alert” to at least one of the three
major credit bureaus. (Fraud alert information is shared among the three bureaus.)

The three credit bureaus are;

Equifax

P.O. Box 740256

Atlanta, GA 30374
(800)-685-1111

Web site: www.equifax.com

Experian

PO Box 2002
Allen, TX 75013
(888) 397-3742

Web site: www,experian.com

TransUnion LLC

P.O. Box 2000

Chester, PA 19022

(800) 888-4213

Web site: www transunion.com

Here are some web sites that you might provide to clients so they can protect themselves against
identity theft:

Federal Trade Commission;

—

hitp://www ftc.gov/bep/edu/microsites/idtheft/consumers/about-identity-theft. html

United States Department of Justice:

http://www.usdoj.gov/criminal/fraud/websites/idtheft.html

University of Oklahoma Police Department:

http://www.ou.edu/oupd/idtheft.htm

Identity Theft Resource Center:

http://'www.idtheftcenter.org (Includes a page on changing your social security number with the
Social Security Administration
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