








2% Citizens Bank

RE: IMPORTANT NOTICE ABOUT YOUR SENSITIVE CUSTOMER INFORMATION

Dear XXXX

We are writing to inform you that due to a security incident at the XXXXXX ATM, your ATM/Debit card may have been compromised.
Appropriate measures were taken to secure the ATM upon discovery of the incident. The information that may have been compromised
includes your name, ATM/Debit card number, PIN and card expiration date.

For this reason we have reissued your ATM/Debit card. Please note: you have zero liability for unauthorized transactions.

What we are doing to protect your information:

In an effort to protect you from possible fraudulent use of your card number, a new ATM/Debit card has been produced for you as stated

above. Please note that your old card was deactivated, so activate and begin using the new card immediately and destroy your old
card in a secure fashion, Your Personal Identification Number (PIN) will remain the same.

What you can do to protect your information:

There are actions you can take to mitigate the chances of fraud or identity theft to your account(s). Attached to this letter is a list of
prudent and proactive steps you can take to reduce the risk to your account(s).

We are committed to providing you with timely and concise communications about issues affecting your customer information. As you
are our valued customer, please do not hesitate to call 1-888-922-9999 with any questions or concerns.

Sincerely,
Don Cyr

Head of Fraud Operations







