





November 25, 2020
]
Re: Notice of Data Breach

Dear [

We are writing regarding a recent incident that occurred at Blackbaud, a national vendor that provides
data management services to many schools and nonprofits, including the Cambridge School of Weston,
which may affect the security of your personal information. Because we highly value your relationship
with the Cambridge School and take the privacy of your information very seriously, we are notifying
you as a precautionary measure, to inform you and to explain steps that you can take to help protect your
information.

What Happened

On July 16, 2020, Blackbaud notified us, along with many other schools and nonprofits, of a ransomware
attack that may have involved unauthorized acquisition of certain information (including data maintained
on behalf of the Cambridge School) between February 7, 2020 and May 20, 2020. Based upon the
information provided by Blackbaud at that time, Cambridge School conducted a thorough investigation
and concluded that no sensitive personal information of our students, alumni, donors or constituents was
at risk as a result of the incident.

However, on September 29, 2020, Blackbaud notified us that additional files may have been
compromised that Blackbaud did not originally identify as being involved in the incident. Upon learning
of these new facts, we immediately commenced a thorough investigation to determine what additional
information could have been impacted by the incident.

What Information Was Involved

Once Blackbaud provided access to the compromised files, we evaluated each of the documents to find
out what information was involved, who may have been affected, and where those people resided. As a
result of our investigation, On November 9, 2020 we concluded that your personal information may have
been involved in the Blackbaud incident. The personal information may have included your name, date
of birth, address, telephone number, email address and Social Security number.

What We Are Doing

The confidentiality, privacy, and security of your information is of the utmost importance to us. We have
security measures in place to protect the security of information entrusted to us and that we share with
vendors. In addition to notifying you, as part of our ongoing commitment to the security of personal
information, we continue to actively monitor this situation and follow-up with the vendor to ensure that
Cambridge School data is not at additional risk. Our internal team is focused on best-in-class practices















Wax do I enroll for th~ Fnn ~nmrinac?

To enroll in Credit Monitoring services at no charge, please navigate to:

If prompted, please provide the following unique code to gain access to services:

Once registered, you can access Monitoring Services by selecting the “Use Now” link to fully authenticate your
identity and activate your services. Please ensure you take this step to receive your alerts.

In order for you to receive the monitoring services described above, your constituents need to sign up by March
27,2021 at the latest in order to receive this service.





