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NFWS RELEASES

NOTICE OF UNAUTHORIZED ACCESS TO
CHILI’S® GRILL & BAR GUEST DATA

Updated May 15, 2018
Dear Valued Guests,

This notice is to make you aware that some Chili's restaurants have been impacted by a data incident, which
may have resulted in unauthorized access or acquisition of your payment card data, and to provide you
information on steps you can take to protect yourself and minimize the possibility of misuse of your
information.

We sincerely apologize to those who may have been affected and assure you we are working diligently to
resolve this incident. We are offering free credit monitoring and fraud resolution services for those who may
have been affected by this incident.

+H+++++

What Happened? On May 11, 2018, we learned that some of our Guests’ payment card information was
compromised at certain Chili's restaurants as the result of a data incident. Currently, we believe the data
incident was limited to between March — April 2018; however, we continue to assess the scope of the
incident. We deeply value our relationships with our Guests and sincerely apologize to those who may have
been affected.

We immediately activated our response plan upon leaming of this incident. We are working with third-party
forensic experts to conduct an investigation to determine the details of what happened. Below is information
on how you can protect yourself and your information.

We are working diligently to address this issue and our priority will continue to be doing what is right for our
Guests. We are committed to sharing additional information on this ongoing investigation with our Guests as
we learn more.

What Information Was Involved? The investigation into this incident is ongoing; however, based on the
details currently uncovered, we believe that malware was used to gather payment card information including
credit or debit card numbers as well as cardholder names from our payment-related systems for in-
restaurant purchases at certain Chili's restaurants. Currently, we believe the data incident was limited to
between March — April 2018; however, we continue to assess the scope of the incident.

Chili's does not collect social security numbers, fult date of birth, or federal or state identification numbers
from Guests. Therefore, this personal information was not compromised.
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removal to remove information placed in your credit report as a result of being a victim of identity theft.

N
You have a right to place a security freeze on your credit report or submit a declaration of removal
pursuant to the Fair Credit Reporting and Identity Security Act. For more information about New Mexico
consumers obtaining a security freeze, go to http://consumersunion.org/pdf/security/securityNM.pdf
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